POLITYKA BEZPIECZENSTWA DANYCH OSOBOWYCH
STOWARZYSZENIA ,,TOWARZYSTWO PRZYJACIOL UKRAINY”

POSTANOWIENIA OGOLNE

Ochrona prywatno$ci i bezpieczenstwo danych osobowych sa dla nas istotnymi warto$§ciami. W
zwiazku z tym dbamy, aby nalezycie zabezpiecza¢ dane osobowe oraz transparentnie okresli¢ zasady
korzystania przez nas z tych danych.

Stownik:
a) administrator - osoba fizyczna lub prawna, organ publiczny, jednostka lub inny podmiot, ktory
samodzielnie lub wspolnie z innymi ustala cele i sposoby przetwarzania danych osobowych;

b) dane osobowe (dane) - informacje o zidentyfikowanej lub mozliwej do zidentyfikowania
osobie fizycznej; mozliwa do zidentyfikowania osoba fizyczna to osoba, ktéra mozna
bezposrednio lub posrednio zidentyfikowaé, w szczegodlnosci na podstawie identyfikatora
takiego jak imi¢ 1 nazwisko, numer identyfikacyjny, dane o lokalizacji, identyfikator
internetowy lub jeden badz kilka szczegdlnych czynnikow okreslajacych fizyczna,
fizjologiczna, genetyczng, psychiczng, ekonomiczna, kulturowa lub spoleczng tozsamosé
osoby fizycznej;

¢) Inspektor Ochrony Danych (IOD) - inspektor w rozumieniu art. 37 Rozporzadzenia;

d) naruszenie ochrony danych osobowych - naruszenie bezpieczenstwa prowadzace do
przypadkowego lub niezgodnego z prawem zniszczenia, utracenia, zmodyfikowania,
nieuprawnionego ujawnienia lub nieuprawnionego dostepu do danych osobowych
przesytanych, przechowywanych lub w inny sposob przetwarzanych;

e) odbiorca - osoba fizyczna lub prawna, organ publiczny, jednostka lub inny podmiot, ktéoremu
ujawnia si¢ dane osobowe, niezaleznie od tego, czy jest strong trzecig; nie sg odbiorcami
organy publiczne, ktore moga otrzymywa¢ dane osobowe w ramach konkretnego
postepowania zgodnie z prawem Unii lub prawem panstwa cztonkowskiego;

f) podmiot przetwarzajacy - osoba fizyczna lub prawna, organ publiczny, jednostka lub inny

podmiot, ktéry przetwarza dane osobowe w imieniu administratora;

g) przetwarzanie - operacja lub zestaw operacji wykonywanych na danych osobowych lub
zestawach danych osobowych w sposdb zautomatyzowany lub niezautomatyzowany, taki jak
zbieranie, utrwalanie, organizowanie, porzadkowanie, przechowywanie, adaptowanie lub
modyfikowanie, pobieranie, przegladanie, wykorzystywanie, ujawnianie poprzez przestanie,
rozpowszechnianie lub innego rodzaju udostepnianie, dopasowywanie lub 1aczenie,
ograniczanie, usuwanie lub niszczenie;

h) Rozporzadzenie (RODO) - Rozporzadzenie Parlamentu Europejskiego i Rady (UE) 2016/679 z
dnia 27 kwietnia 2016 r. w sprawie ochrony o0sob fizycznych w zwiazku z przetwarzaniem
danych osobowych i w sprawie swobodnego przeptywu takich danych oraz uchylenia
dyrektywy 95/46/WE,;

1) UODO (Urzad Ochrony Danych Osobowych) - organ publiczny powotany w celu ochrony

podstawowych praw 1 wolnosci osob fizycznych w zwigzku z przetwarzaniem danych
osobowych.
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Niniejsza polityka bezpieczenstwa (dalej: ,,Polityka Bezpieczenstwa”) stanowi realizacj¢ obowigzkow
informacyjnych natozonych na administratora danych osobowych przez rozporzadzenie Parlamentu
Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony oséb fizycznych w
zwigzku z przetwarzaniem danych osobowych i w sprawie swobodnego przeptywu takich danych oraz
uchylenia dyrektywy 95/46/WE (ogélne rozporzadzenie o ochronie danych) (dalej: ,,RODQO”) oraz
polskich przepisach wydanych w zwiazku RODO, w tym ustawie z dnia 10 maja 2018 r. o ochronie
danych osobowych.

Administrator zachowuje dane osobowe w poufnosci i zabezpiecza je przed niepowotanym dostepem
0sob trzecich na zasadach okreslonych w wyzej wskazanych aktach prawnych, a takze w Polityce
Bezpieczenstwa.

Niniejsza polityka poddawana jest biezacej aktualizacji. Administrator zastrzega sobie takze prawo do
zmiany niniejszej Polityki Prywatnosci w kazdym czasie.

ADMINISTRATOR DANYCH OSOBOWYCH

Administratorem danych osobowych jest Stowarzyszenie ,,Towarzystwo Przyjaciol Ukrainy” z siedziba
w Warszawie (00-724), pod adresem ul. Chetmska 21 lok. 19, KRS: 0000190607 (dale;j:
»Administrator”).

Administrator stosuje $rodki techniczne oraz organizacyjne w celu zapewnienia odpowiedniego
poziomu bezpieczenstwa przetwarzanych danych osobowych, z uwzglednieniem stanu wiedzy
technicznej, kosztu wdrozenia, charakteru, zakresu, kontekstu i celu przetwarzania, ryzyka naruszenia
praw lub wolnosci o réznym prawdopodobienstwie wystapienia i wadze zagrozenia. W szczegdlnosci
administrator stosuje w tym celu:

a) pseudonimizacje oraz szyfrowanie danych;

b) Srodki zapewniajace poufnos¢, integralnosé¢, dostgpno$é danych oraz odpornos¢ systemow i
ustug przetwarzania;

c) $rodki zapewniajace szybkie przywrocenie dostepnosci danych osobowych i dostep do nich w
razie incydentu fizycznego lub technicznego;

d) regularne testowanie, mierzenie i ocen¢ skutecznosci tych srodkow.

Administrator prowadzi dokumentacj¢ opisujaca sposob przetwarzania danych osobowych oraz sposob
ich zabezpieczenia, w szczegdlnosci w postaci polityk, procedur, wytycznych oraz formularzy.

Administrator dopuszcza do przetwarzania danych osobowych jedynie osoby upowaznione przez
administratora, ktore ztozyly o$wiadczenie o zachowaniu danych oraz sposobu ich zabezpieczen w
poufnosci.

Administrator prowadzi rejestr os6b upowaznionych oraz przechowuje tres¢ oswiadczen, o ktorych
mowa w pkt 4.

Administrator opracowat oraz wdrozyl procedury gwarantujace ochron¢ prywatnosci na etapie
powstawania nowych projektow, inwestycji oraz zmian w prowadzonych przez administratora
procesach z udziatem danych osobowych.

Administrator regularnie szkoli personel posiadajacy dostegp do danych i podnosi jego wiedzg w
zakresie bezpieczenstwa danych osobowych.
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Administrator prowadzi rejestr czynnos$ci przetwarzania. Rejestr ten prowadzony jest w formie
elektroniczne;.

Rejestr czynno$ci przetwarzania jest na biezaco aktualizowany i udostepniany przez administratora na
kazde zadanie Urzedu Ochrony Danych Osobowych.

INSPEKTOR OCHRONY DANYCH OSOBOWYCH

Administrator z uwagi na brak przestanek naktadajacych obowigzek wyznaczenia inspektora ochrony
danych osobowych nie wyznaczyt inspektora ochrony danych osobowych i wykonuje jego obowiazki
samodzielnie.

SPOSOB ORAZ CEL PRZETWARZANIA DANYCH

Podanie danych osobowych jest dobrowolne, jednakze brak ich podania moze spowodowac brak lub
ograniczenie mozliwos$ci §wiadczenia ustug zwigzanych z celami dziatania Administratora w zakresie,
w jakim ustugi nie moga by¢ $wiadczone bez posiadania takich danych osobowych.

Dane osobowe sg przetwarzane przez Administratora z uwzglednieniem nastgpujacych celow oraz
podstaw:

w celu wypelniania zadan oraz celow dziatania Administratora, w ramach ktorych osoba, ktorej dane
dotycza wyrazita zgodg¢ na przetwarzanie swoich danych osobowych (art. 6 ust. 1 lit a RODO);

w celu wykonywania zadan realizowanych przez Administratora w interesie publicznym (art. 6 ust. 1
lit. e RODO);

w celu wykonania zawartych przez Administratora uméw (art. 6 ust. 1 lit b RODO);

w celu wypehienia cigzacych na Administratorze obowiazkéw prawnych, w tym wynikajacych z
przepisow podatkowych, przepisow o rachunkowosci, czy tez przepisow o przeciwdzialaniu praniu
pienigdzy i finansowaniu terroryzmu (art. 6 ust. 1 lit. ¢ RODO);

w zakresie w jakim jest to niezbedne do celu wynikajagcego z prawnie uzasadnionych interesow
realizowanych przez Administratora, jakim jest zapewnienie mozliwosci dochodzenia oraz obrony
przed roszczeniami, marketingiem ushug oraz zapewnieniem bezpieczenstwa teleinformatycznego (art.
6 ust. 1 lit. f RODO);

w celu prowadzenia rekrutacji osob zainteresowanych pracg lub wspoipracg z Administratorem (art. 6
ust. 1 lit. ¢ oraz art. 6 ust. 1 lit. a RODO).

Dane osobowe przetwarzane przez Administratora nie sa przedmiotem profilowania jako jednej z form
zautomatyzowanego przetwarzania danych osobowych.

ODBIORCY DANYCH

Administrator moze korzysta¢ z ustug podmiotéw zewnetrznych w celu wspierania administratora w
jego biezacej dziatalno$ci, w szczeg6élnosci polegajacych na dostarczeniu oraz/lub utrzymaniu
infrastruktury teleinformatyczne;j.

Administrator korzysta wylacznie z ustug takich dostawcow ushug, ktorzy zapewniaja odpowiednie
gwarancje bezpieczenstwa danych osobowych i zgodnosci przetwarzania danych z przepisami
Rozporzadzenia.

Administrator dokonuje weryfikacji podmiotu przetwarzajacego przed dokonaniem wyboru takiego
podmiotu, jak réwniez dokonuje jego pdzniejszej, okresowej weryfikacji, zgodnie z przyjeta u
administratora procedura, weryfikacja jest dokumentowana.



4. Administrator zawiera z podmiotem przetwarzajagcym umowe powierzenia przetwarzania danych
osobowych lub reguluje okoliczno$¢ powierzenia przetwarzania danych innym instrumentem prawnym,
w ktorej okreslone zostajg obowigzki podmiotu przetwarzajacego wynikajace z faktu powierzenia.

5. Dane osobowe przetwarzane przez Administratora moga by¢ takze udostgpnione odpowiednim organom
panstwowym na ich zadanie na podstawie odpowiednich przepiséw prawa lub innym osobom i
podmiotom — w przypadkach przewidzianych przez przepisy prawa.

6. Dane osobowe nie bedg przekazywane do panstw trzecich (tj. poza Europejski Obszar Gospodarczy). W
przypadku przekazania danych osobowych do panstw trzecich znajdujacych si¢ poza EOG,
Administrator zastosuje odpowiednie instrumenty majgce na celu zapewnienie bezpieczenstwa tych
danych.

7. Pracownicy oraz osoby wspolpracujace z administratorem zobowiazani sa do:
a) zapoznania si¢ oraz stosowania przepisOw prawa w zakresie ochrony danych osobowych, w
tym Rozporzadzenia;

b) ochrony przetwarzanych danych osobowych przed nieuprawnionym dostgpem do tych danych,
ich nieuzasadniong modyfikacja lub zniszczeniem;

c) niszczenia w bezpieczny sposob wszelkich nosnikow zawierajacych dane osobowe (w formie
papierowej jak i elektroniczne;j);

d) korzystania z zasobow informatycznych oraz sprzetu w sposob zgodny z ich przeznaczeniem i
W sposob bezpieczny, m.in. poprzez okresowg zmiang¢ haset, zachowanie poufnosci loginéw i
hasel oraz niepozostawianie sprzgtu bez nadzoru;

e) niezwlocznego informowania przetozonych o zaobserwowanych nieprawidtowosciach, ktore
moga mie¢ wplyw na bezpieczenstwo przetwarzanych danych osobowych;

f)  przechowywania dokumentacji zawierajacej dane osobowe w przeznaczonych do tego
miejscach, z ograniczonym dostepem 0sdb trzecich.

8. Pracownicy oraz osoby wspotpracujace ponosza odpowiedzialno$¢ za nalezyte wykonywanie swoich
obowigzkow i jest on pouczony przez administratora o sankcjach wynikajacych z nieprawidtowosci w
tym zakresie, w tym o odpowiedzialnosci karne;j.

PRAWA OSOB, KTORYCH DANE DOTYCZA

1. Administrator przetwarza dane osobowe z poszanowaniem praw osob, ktorych dane dotycza
wynikajacych z Rozporzadzenia.

2. Administrator prowadzi rejestr zgtoszonych zadan, przez osoby, ktérych danych dotycza.

3. Przed wykonaniem praw osoby, ktorej dane dotycza administrator dokonuje weryfikacji tozsamosci
osoby zglaszajacej zadanie, celem ustalenia, czy Zadanie pochodzi od osoby uprawnione;j.

4. Administrator zapewnia odpowiednie zaplecze techniczne oraz kadrowe w celu terminowej oraz
rzetelnej realizacji praw osoby, ktorej dane dotycza. Zgloszone zadania realizowane sa przez
administratora niezwlocznie, nie p6zniej niz w terminie miesigca od otrzymania zadania. W przypadku
niemozno$ci wykonania zadania w w/w terminie, z uwagi na skomplikowany charakter sprawy,
administrator kontaktuje si¢ z osobg ktorej dane dotycza i informuje ja o przyczynie wydluzenia tego
terminu oraz przewidywanym terminie realizacji zadania.

5. Osoby ktorych dane dotycza sa informowani przez administratora o sposobie przetwarzania ich danych
osobowych oraz przystugujacym ich uprawnieniach w formie klauzuli informacyjnej, z ktéra moga
zapozna¢ si¢ w kazdej chwili w siedzibie administratora, jego jednostkach organizacyjnych oraz na
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stronie internetowe;.

Klauzula informacyjna jest sporzadzona prostym jezykiem, w sposdb przejrzysty i wyczerpuje
wszystkie informacje zgodnie z art. 13 oraz 14 Rozporzadzenia.

Na zadanie osoby, ktorej dane dotycza administrator udziela jej informacji o sposobie przetwarzania
jego danych osobowych.

Na zadanie osoby, ktorej dane dotycza administrator udostepnia jej nieodptatnie pierwsza kopie danych
osobowych; za kazda kolejna kopi¢ administrator moze pobra¢ optate w rozsadnej wysokos$ci (w tym za
wydanie kopii w formie papierowej pobierana jest optata zgodnie z przepisami regulujacymi stawki za
kazda wydana stron¢ dokumentacji).

Jezeli zadanie wydania kopii danych zostato ztozone administratorowi w formie elektronicznej, a osoba
ktdrej dane dotyczg nie zaznacza inaczej - kopia wydawana jest w tej samej formie.

Administrator moze udostegpni¢ kopi¢ w inny sposob, niz wybrany przez osobe ktorej dane dotycza,
jezeli ze wzgledow technicznych nie jest to mozliwe (np. ze wzgledu na wage pliku w wersji
elektronicznej); o niemoznoS$ci dostarczenia kopii w wybrany przez osobg ktorej dane dotycza sposob
oraz proponowanym alternatywnym rozwiazaniu administrator niezwlocznie powiadamia osobg, ktorej
dane dotycza.

Administrator umozliwia osobie, ktorej dane dotycza niezwloczne sprostowanie jego danych
osobowych, jezeli s3 one nieprawidtowe lub nieaktualne, lub ich uzupehienie.

Administrator moze zadaé¢ od osoby, ktorej dane dotycza stosownych dokumentéw w celu okazania,
aby ustali¢ zasadnos¢ oraz zgodno$¢ z prawem dokonywanej zmiany danych osobowych.

Administrator usuwa bez zbednej zwtoki dane osobowe na zadanie osoby, ktorej dane dotycza, jezeli na
administratorze nie spoczywaja obowiagzki nakazujace dalsze przetwarzanie danych osobowych.

Administrator opracowal i wdrozyt procedury postgpowania w przypadku naruszen lub podejrzen
naruszen ochrony danych osobowych.

Administrator prowadzi rejestr naruszen ochrony danych osobowych oraz dokumentuje wszystkie
okolicznos$ci zwigzane z naruszeniami.

W przypadku naruszen ochrony danych osobowych, administrator dokonuje zgloszenia takiego
naruszenia Urze¢dowi Ochrony Danych Osobowych w terminie 72 godzin od stwierdzenia naruszenia.

W celu dotrzymania terminu, o ktérym mowa w pkt 22 administrator wprowadza do umowy
powierzenia przetwarzania danych lub innego instrumentu regulujacego kwestic powierzenia
przetwarzania danych, odpowiednie postanowienia zobowigzujace podmiot przetwarzajacy do
niezwlocznego zglaszania administratorowi wszelkich naruszen ochrony danych osobowych oraz
udzielania wszelkich okolicznosci dotyczacych tych naruszen.

OCENA SKUTKOW DLA OCHRONY DANYCH
Administrator dokonuje oceny skutkow dla ochrony danych i dokumentuje fakt dokonania tej oceny.

Wykonanie oceny skutkdéw dla ochrony danych jest konieczne, jezeli dany rodzaj przetwarzania - w
szczegolnosci z uzyciem nowych technologii - ze wzgledu na swoj charakter, zakres, kontekst i cele z
duzym prawdopodobienstwem moze powodowaé wysokie ryzyko naruszenia praw i wolno$ci osoby
ktérej dane dotycza. Dla podobnych operacji przetwarzania wigzacych si¢ z podobnym wysokim
ryzykiem ocena skutkoéw dla ochrony danych wykonywana jest pojedynczo.



Administrator monitoruje wykaz rodzajow przetwarzania, dla ktorych wymagane jest przeprowadzenie
oceny skutkow dla ochrony danych opublikowany przez Urzad Ochrony Danych Osobowych i
dokonuje oceny skutkéw czynnos$ci przetwarzania wskazanych w tym wykazie jako rekomendowanych
do poddania tej ocenie.

Ocena skutkow dla ochrony danych osobowych zawiera co najmnie;j:

a) systematyczny opis planowanych operacji przetwarzania i celéw przetwarzania, w tym, gdy ma
to zastosowanie - prawnie uzasadnionych intereséw realizowanych przez administratora;

b) ocene, czy operacje przetwarzania sa niezb¢dne oraz proporcjonalne w stosunku do celu, w
jakim dane zostaly pozyskane;

c) $rodki planowane w celu mitygacji ryzyka, w tym zabezpieczenia, $rodki i mechanizmy
bezpieczenstwa zapewniajace ochron¢ danych oraz wykazanie przestrzegania przepisow
Rozporzadzenia.

Administrator dokonuje biezacego przegladu czynnoSci przetwarzania, celem weryfikacji, czy
przetwarzanie to odbywa si¢ w sposob zgodny z dokonang oceng skutkéw dla ochrony danych
osobowych.

Administrator konsultuje si¢ z Urzgdem Ochrony Danych Osobowych, jezeli dokonana ocena skutkow
dla ochrony danych bedzie wskazywala na wystgpowanie wysokiego ryzyka dla praw i wolnosci osoby
ktorej dane dotycza, jezeli nie zastosowane zostalyby $rodki mitygujace ryzyko.

OKRES PRZETWARZANIA DANYCH

Dane osobowe beda przetwarzane przez okres niezbedny dla: prawidlowego wykonania celow
Administratora zawartych w jej Statucie, zrealizowania przez Administratora obowigzkéw prawnych w
tym podatkowych, ksiggowych oraz zwigzanych z zatrudnieniem i wspotpraca (w tym wolontariatem),
zrealizowania prawnie uzasadnionych interesow Administratora oraz wykonania zawartych umow i
realizacji podjetych projektow.

Z uptywem czasu okreslonego powyzej, dane bgda usuwane, o ile ich przetwarzanie nie bedzie
konieczne w oparciu o inng podstaw¢ prawna. W przypadku alertow prawnych, dane osobowe beda
przetwarzane do czasu wyrazenia przez osobg, ktore dane dotycza sprzeciwu wobec dalszego
przetwarzania danych osobowych w celach wysylania alertow prawnych albo odwolania zgody na
wysylanie wiadomosci o takiej tresci.

KORZYSTANIE ZE STRONY INTERNETOWEJ

Administrator uprzedza wszystkich korzystajacych z witryny https:/tpu.org.pl/ (dalej jako
»UzZytkownicy”), ze korzystanie z sieci Internet i przekazywanie danych osobowych droga
elektroniczng moze by¢ zagrozone przedostaniem si¢ do systemu teleinformatycznego i urzadzenia
Uzytkownika szkodliwego oprogramowania (malware), jak rowniez grozi nieuprawnionym dostgpem
do danych Uzytkownika przez osoby trzecie.

W celu minimalizacji powyzej wskazanych zagrozen, Uzytkownik powinien stosowa¢ odpowiednie
zabezpieczenia techniczne np. korzystanie z programéw do zarzadzania hastami dostgpu, programy
antywirusowe, bezpieczne przegladarki internetowe oraz oprogramowanie chronigce identyfikacje w
sieci Internet.

PLIKI COOKIES
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Administrator informuje Uzytkownikow, ze prowadzac witryng https://tpu.org.pl/ wykorzystuje
mechanizm plikdéw cookies (zwane dalej ,,Cookies”). Cookies sg plikami tekstowymi, ktore
przechowywane sa w elektronicznym urzadzeniu koncowym Uzytkownika. Pliki Cookies moga
zawiera¢ w szczegolnosci: adres IP przypisany do komputera Uzytkownika lub zewnetrzny adres IP
dostawcy Internetu, nazw¢ domeny, rodzaj przegladarki, czas dostgpu, typ systemu operacyjnego.
Stosowane przez Administratora pliki Cookies sg bezpieczne dla Uzytkownika i pozwalaja dostosowaé
witryne https://tpu.org.pl/ indywidualnie do wymagan Uzytkownika.

Administrator wykorzystuje nastepujace typy Cookies:

wewnetrzne - zamieszczane 1 odczytywane z urzadzenia koncowego Uzytkownika przez system
teleinformatyczny witryny;

zewngetrzne - zamieszczane i odczytywane z urzadzenia koncowego Uzytkownika przez systemy
teleinformatyczne  serwisow  internetowych  partneréw, ustlugodawcow lub  ustugobiorcow
Administratora;

sesyjne — zamieszczane i odczytywane z urzadzenia koncowego Uzytkownika przez witryne lub
witryny zewnetrzne podczas jednej sesji danego urzadzenia koncowego (po zakonczeniu sesji pliki sa
usuwane z urzadzenia Uzytkownika);

trwale — zamieszczane i odczytywane z urzadzenia koncowego Uzytkownika przez witryng lub witryny
zewngtrzne do momentu ich rgcznego usunigeia (pliki nie sa usuwane automatycznie po zakonczeniu
sesji urzadzenia chyba ze konfiguracja Uzytkownika jest ustawiona na tryb usuwanie plikow Cookies
po zakonczeniu sesji urzadzenia).

Administrator wspolpracuje z nastgpujacymi Serwisami zewnetrznymi, ktore moga zamieszczaé pliki
Cookies na urzadzeniach Uzytkownika: Facebook, Instagram.

Administrator nie ponosi odpowiedzialno$ci za bezpieczenstwo plikow Cookies pochodzacych z
serwisoOw zewnetrznych.

Administrator ma prawo wykorzystania plikow Cookies w celu usprawnienia i utatwienie dostgpu do
witryny. Administrator moze przechowywaé w plikach Cookies informacje o preferencjach i
ustawieniach Uzytkownika, aby usprawnic, polepszy¢ i przys$pieszy¢ dziatanie witryny. Administrator
oraz serwisy zewngtrzne wykorzystujg pliki Cookies do zbierania 1 przetwarzania danych
statystycznych dotyczacych, takich jak np. statystyki odwiedzin, statystyki urzadzen Uzytkownikow
czy statystyki zachowan Uzytkownikow.

Uzytkownik ma mozliwo§¢ ograniczenia lub wylaczenia dostgpu do plikow Cookies na swoim
urzadzeniu. Zmiany ustawien, o ktorych mowa powyzej, Uzytkownik moze dokona¢ za pomoca
ustawien przegladarki internetowej. Ograniczenie stosowania plikow Cookies moze wplyna¢ na
niektore funkcjonalnosci dostgpne na stronie witrynie https://tpu.org.pl/. Uzytkownik moze w kazdej
chwili usungé¢ pliki Cookies korzystajac z funkcji dostepnych w przegladarce internetowej, ktorej
uzywa.

POSTANOWIENIA KONCOWE
Polityka bezpieczenstwa obowigzuje od momentu jej wprowadzenia przez Administratora.
Integralng cz¢$¢ niniejszej Polityki Bezpieczenstwa stanowig nastgpujace Zalaczniki:

a) Zalacznik nr 1: Rejestr czynnosci przetwarzania danych osobowych
b) Zalacznik nr 2: Wzdr upowaznienia do przetwarzania danych osobowych



¢) Zalacznik nr 3: Wzér o§wiadczenia i zobowigzania osoby przetwarzajacej dane osobowe
d) Zatlacznik nr 4: Rejestr Udzielonych upowaznien do przetwarzania Danych Osobowych.
e) Zalacznik nr 5: Rejestr naruszen ochrony danych osobowych.



